Original version of 15 questions(has been discontinued)

Q1. Think about all the websites, apps, services and platform accounts you have registered over the years, including those that you might no longer use now. How many accounts do you think you have in total?

* under 5
* Somewhere between 5 and 10
* Somewhere between 11 and 20
* More than 20

Q2. Among these accounts, do you usually use the same password, or a slightly modified similar password (such as adding a number or symbol), or do you try to use different passwords for each service?

* Yes, I frequently reuse passwords or small variations
* Occasionally, for convenience
* Never, I always use unique ones
* I’m not totally sure

Q3. How do you usually remember, store or organize all your passwords?

* I memorize them
* I let my browser autofill
* I write them down physically
* I use an app or password manager
* I follow a mental rule or pattern (like petname + birthyear)
* Other: \_\_\_\_\_\_\_\_\_\_\_

Q4. Without revealing any actual passwords, can you share a made-up example that reflects the kind of structure or formula you often use when making passwords? This might include patterns like “abcABC123!” or “xcf1996” or similar.  
[Open-ended]

Q5. Have you ever encountered any trouble with your account due to password-related issues?

* Yes, I’ve forgotten my password and had to reset it
* Yes, I’ve received alerts about a compromised password
* Yes, I’ve experienced suspicious logins or hacking
* No, none of these

Q6. Have you come across any digital tools, platforms or resources that can assess, enhance or protect passwords? For instance, those that can rate passwords or alert you if your passwords have been compromised.

* I’ve heard of zxcvbn
* I’ve heard of HaveIBeenPwned
* I’ve used password managers(like 1Password or Bitwarden)
* I’ve never heard of any of these

Q7. When you set your password, what aspect do you consider the most important?

* It needs to be easy to type and remember
* I try to make it secure, even if complex
* I just follow what the website requires
* Honestly, I haven’t thought much about it

Q8. Have you ever tried using the same password across many accounts, thinking it’s okay because they’re “not important” accounts?

* Yes, many times
* Maybe once or twice
* No, I don’t do that
* Not sure

Q9. Do you think that with more accounts, there is a higher likelihood of "password fatigue"?

* Definitely
* Probably
* Not really
* Never thought about it

Q10. Do you rely more on your memory or on digital tools when it comes to remembering your passwords for different services?

* Memory only
* Browser autofill
* Password manager
* Paper or digital notes
* A combination of the above

Q11. Have you ever used the same "basic password" and then added some variations at the end depending on different websites? For example, something like "mypasswordFacebook" or "mypasswordGmail"?

* Yes
* No
* I used to, not anymore
* I’m not sure

Q12. Have you ever tested your password strength using any kind of automated checker or score system, either built-in or third-party?

* Yes, regularly
* Tried once or twice
* Never
* Not sure what that means

Q13. If you ever received a warning that your password might have been leaked in a data breach, how did you react?

* I changed the password immediately
* I ignored it
* I wasn’t sure what to do
* I’ve never received such a warning

Q14. Have you ever used the same "basic password" and then made some variations at the end for different websites? For example, like "mypasswordFacebook" or "mypass". When setting a new password, do you often just "add a symbol or number" to meet the system requirements without truly changing the basic structure of the password?

* Yes, all the time
* Sometimes
* No, I vary the whole thing
* I let the system suggest one

Q15. If a website advises you to change your password or provides some suggestions to enhance security, would you take it seriously on your own initiative, or only do so if compelled to do so?

* I would take it seriously
* I’d skim it
* Probably ignore it unless required
* Depends how annoying it is